
 

 
 

ปัจจุบันการใช้งานไอทีและอินเทอร์เน็ตเข้ามามีบทบาทกับชีวิตประจำวันของเรามากขึ้น  ซึ่งเรา
สามารถใช้ประโยชน์ในการติดต่อสื่อสาร  การเข้าถึงข้อมูลอย่างสะดวกและรวดเร็ว  การทำธุรกรรมทางการ
เงิน  แต่ยังมีคนบางกลุ่มนำประโยชน์เหล่านี้มาก่อปัญหาให้กับผู้ใช้งาน  เราจึงควรเรียนรู้การใช้งานให้
ปลอดภัย 

การหลอกลวง มีจุดประสงค์เพื่อหวังผลประโยชน์ทางการเงิน  หรือ หลอกลวงเพื่อให้ได้ข้อมูลที่
ต้องการผ่านทางโปรแกรมแชท อีเมล การขายสินค้าออนไลน์ หรือเว็บไซต์ต่าง ๆ 

การละเมิดสิทธิ์ความเป็นส่วนตัว เป็นการพยายามล่วงรู้ข้อมูลของผู้อื่น  โดยไม่ได้รับอนุญาตจาก
เจ้าของข้อมูล ผู้ถูกละเมิดสิทธิ์ความเป็นส่วนตัว      อาจเกิดความไม่สบายใจ และถ้ามีการเผยแพร่ข้อมูลอาจ
ทำให้ได้รับความเสียหาย 

การนำเสนอเนื้อหาไม่เหมาะสม เนื้อหาไม่เหมาะสม เช่น สื่อลามกอนาจาร การเชิญชวนให้ร่วมเล่น
พนันออนไลน์ ข่าวปลอม การกระทำที่ผิดต่อกฎหมายและจริยธรรม 

การใช้โปรแกรมทำลายผู้อื่น เรียกอีกอย่างว่า “มัลแวร์”(Malware) เป็นการนำโปรแกรมที่เขียนขึ้น
ด้วยเจตนาร้าย ทำให้เกิดความเสียหายด้านข้อมูล ระบบ เครือข่ายคอมพิวเตอร์ 

 
 

 

 

 

 

 

 

 

 

  

 

 

 

 

           ภัยจากการใช้งานไอทีและอินเตอร์เน็ตมีการพัฒนา และเปลี ่ยนแปลงรูปแบบและวิธีการอยู่
ตลอดเวลา  เราควรป้องกันตนเองให้ปลอดภัยจากการคุกคามเหล่านี้ ซึ่งสามารถทำได้หลายวิธี 

 

ใบความรู้ที่ 10  เร่ือง ภัยคุกคามทางไอที 
หน่วยการเรียนรู้ที่ 4  เร่ือง ความฉลาดรู้ดิจิทัล 

แผนการจัดการเรียนรู้ที่ 19  เร่ือง ความฉลาดรู้ดิจิทัล (1) 
รายวิชา วิทยาการคำนวณ  รหัสวิชา ว21104  ภาคเรียนที่ 1  ชั้นมัธยมศึกษาปีที่ 1 

 


